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# 文档介绍

本文档编写的目的是保护公司为客户所维护的基础设施、信息系统及其所存储的信息资产，确保其机密性、完整性和可用性，增强公司IT服务人员的信息安全意识。

# 术语、定义和缩略语

|  |  |
| --- | --- |
| **术语/定义** | **说 明** |
| 资产 | 任何对组织有价值的事物 |
| 信息安全 | 对信息机密性、完整性和可用性的保护 |
| 机密性 | 确保信息只能由那些被授权的人访问 |
| 完整性 | 确保信息的正确性和未经破坏 |
| 可用性 | 保证经授权的用户可以在需要时访问到信息和相关的资产 |

# 内容

## 角色及职责

|  |  |
| --- | --- |
| **角色** | **职责** |
| 信息安全管理经理 | 负责信息安全管理 |
| 信息安全员 | 执行信息安全管理经理分派的任务 |

## 信息安全政策

信息安全规范文件应由公司负责人审核批准，并公布与传达给公司所有员工与相关外部团体。

信息安全规范文件应定期回顾，如果公司的业务活动、基础设施或外部相关的政策法规发生了重大的改变，需要立即重新进行信息安全政策文件的检查和评估，并通过管理层的审核，以确保其持续的适用性、可操作性及有效性。

## 资产分类和风险评估

应明确公司所有重要信息资产及对资产进行风险评估，所有者要确保资产受到合适的保护，对于不可接受风险需要采取纠正措施，公司规定风险值高于12为不可接受风险。资产分类及风险评估参见相关指南，资产分类及风险评估记录在《信息安全资产清单及风险评估报告》。

信息安全管理经理应根据信息资产的价值、法规要求、敏感度和对组织的重要程度不同对其进行分类，不同级别的信息资产要有适合其相应安全保护要求的控制措施。

## 人力资源安全

建立并将信息安全相关的控制贯穿于公司的人力资源流程中，对于关键岗位需要建立相关的安全监督机制；确保员工、合同方和第三方人员在雇佣前、雇佣中或离职以及雇佣关系变更时都以一种有序的方式进行。

应根据公司的信息安全管理要求明确定义员工、第三方人员的安全角色和责任，并记录在职责描述中；并且根据相关的职责，制定相关的信息安全基本行为准则和安全操作准则。

对所有员工、第三方人员要开展合适的安全意识培训和教育，确保其了解公司的信息安全管理流程，以减少人为错误、偷窃、欺诈及滥用设施所带来的安全风险。如果出现了任何违反信息安全政策的行为并造成损失的，要依照公司规定和国家相关的法律法规进行处罚。

具体见《人员聘用管理制度》、《培训教育管理制度》、《工员离职管理程序》。

## 物理与环境安全

员工上下班出入公司应佩挂员工卡。对未按规定佩挂员工卡者，公司管理部门有权纠正。

办公区域大门常闭。

公司管理部门人员要忠于职守，严格岗位责任制，努力增强服务意识，对来访客人礼貌服务，在不能确认是否公司员工时，必须进行询问。

外来人员在前台《来访登记一览表》上登记后等待接待部门接待，若需进入公司办公区域，由接待人员陪同方可进入办公区。

快递、送货人员、运输公司提货人员、垃圾清运人员不得进入公司工作区域，若需进入办公区域在《来访登记一览表》上登记后由公司管理部门相关人员陪同方可进入指定区域搬运相关物品。公司管理部门相关人员应注意跟踪管理。

机房或机柜的访问必须有系统管理员陪同，并填写《机房访问记录单》。

## 通讯、操作及访问控制

网络自身的设计、构建和使用应满足安全控制的要求，并部署必要的基于网络的安全技术和手段。公司网络结构见《网络拓扑图》。

网络设备在运行维护过程中应严格遵照安全技术规范和操作指南，所有网络设备接入、配置变更、设备废弃或更换应遵循变更流程，所有变更实施过程都必须记录在案。

第三方组织人员必须在公司网络管理员陪同下才能操作相关设备，并做好相关记录。

应保障存储介质使用和保管的安全。废弃的存储介质应确保被安全销毁，其中存储的敏感信息被彻底消除或覆盖，不会造成信息泄漏。将任何含有敏感信息的信息系统设备或存储介质带到公司以外之前必须得到授权，并保障其处于妥善保管和安全控制之中，移动介质的使用需要填写《可移动介质涉密使用记录》。

基础设施及信息系统都必须具备访问控制机制，防止未经授权的访问和信息泄漏。

对信息系统的访问授权，不能超过员工工作所需的范围，以减少信息被滥用的风险。访问必须授权，需要填写《用户授权申请表》。公司需要做好访问授权控制的记录，需要及时更新《访问控制列表》。

公司个人电脑和服务器必须安装防火墙和杀毒软件，且开启自动更新，所有设备必须设置屏保。信息安全管理人员必须每年进行一次信息安全检查，对设备病毒防护，容量管理，配置等进行检查。记录在《信息安全检查记录单》中。

## 法律法规符合性

公司的管理必须遵守信息安全相关的国家法律法规、行业规范和组织的相关规定。相关法律法规见《法律法规清单》。

## IT服务过程信息安全管理

针对每个IT服务整理服务级别需求，在服务级别需求中整理信息安全需求和实施范围，对客户IT服务进行风险评估，并记录客户相关IT资产和风险分析信息在《可用性计划》中，根据风险分析结果为每个IT服务设计《IT服务信息安全实施规范》，在IT服务过程中遵守规范实施，并按《服务报告管理程序》监控和记录安全状态，在《可用性报告》中提交信息安全报告内容。

在服务过程中发生信息安全事件，按《事件管理程序》要求实施管理。

IT服务信息安全实施规范的更新通过变更管理实施。参照《变更管理程序》。

# 文件记录

ZRXX-20000-IS-G-01《资产识别指南》
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ZRXX-20000-IS-R-06《用户授权申请表》

ZRXX-20000-IS-R-07《访问控制列表》

ZRXX-20000-IS-R-08《信息安全检查记录单》

ZRXX-20000-IS-R-09《IT服务信息安全实施规范》